POPI ACT

Explained

This Act is enforced by the
Information Regulator of South
Africa and keeps personal
iInformation safe:

e Name and ID number

e Phone number and address

e Photos and school records

Example: sharing photo’s or phone
numbers on social media without
permission, is not allowed.
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Oc)‘ Understand personal information
N(\\O contact info, ID numbers, photos, \/
o % exam results, health records and e-mails

ol
ed’\ Obtain consent
Ensure written permission from parent/guardian is obtained \/
before sharing information externally and respect learner
preferences if they object

Secure storage and access control
Keep all records safe (locked cabinets, secure servers, password-protected systems) \/
Limit access only to staff who need it

\!

Publishing and communication
Avoid sharing names, photo's, or results publicly without consent \/
Use anonymised data when posting achievements, results or newsletters

Breach reporting and accountability ./
Report suspected or confirmed breaches to the Principal or Data Protection Officer
immediately. Serious breaches should be reported to the Informationl Regulator

REPORT SUSPECTED POPI ACT BREACH TO THE INFORMATION REGULATOR OF SA:

010 023 5200 = POPIAComplaints@inforegulator.org.za



